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SaaS

Intelligent data management platform that delivers the hyper-availability of data demanded from 

the enterprise
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255,000
Customers worldwide
4,000 additional per month

14.7M+
VMs protected
in 200+ countries

are Veeam customers

57%
of Global 2000

74%
of Fortune 500

Veeam by the numbers

HQ in Baar, 
Switzerland

Veeam’s Net Promoter Score (NPS)
Industry Leading Customer
Satisfaction Score

+73

Satisfaction level 

9.0/10

Product features and functionality 

8.9/10

More than 2x the industry average

Likelihood to renew

9.1/10

Likelihood to recommend

9.1/10



Veeam is an industry leader

Sources: Gartner: Magic Quadrant for Data Center Backup and Recovery Software 2017 and IDC
IDC, Worldwide Data Protection and Recovery Software Market Shares, 2016: Steady On, Aug 2017

Decision Matrix: Data Availability 
and Protection Solutions 

for the Cloud Era, 2016-17

2016H2 Semiannual 
Software Tracker Report

2017 Magic Quadrant for 
Enterprise Backup and Recovery 

Software



Veeam’s alliance partnerships
Global Strategic Partner

Elite Partners
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Different media

3
Different copies
of data

1
of which is off-site 

cloud

0
No errors after
backup recoverability
verification

1
is offline

The golden rule of data protection



#1 Availability
Any app, any data, any cloud

Veeam Agent
for Microsoft Windows

Veeam Agent
for Linux

Virtual Physical

Cloud

Monitoring 
and 

ReportingCloud

Veeam ONE

Veeam Backup
& Replication

Veeam Availability Suite



Backup of the Cloud
- Office 365 



Why do I need a backup? 
Microsoft takes care of it.
This is the biggest misunderstanding in the Office 365 market.  

Infrastructure Data

Customer perception
Microsoft takes care of everything



Infrastructure Data

Customer perception
Microsoft takes care of everything

Customer reality
Microsoft takes care of the infrastructure, 

but the data remains the customer’s responsibility. 

The customer

Uptime of Office 365 Protection and long-term retention  
of Office 365 data

Why do I need a backup? 
Microsoft takes care of it.
This is the biggest misunderstanding in the Office 365 market.  





The Office 365 Shared Responsibility Model

Microsoft’s Responsibility
Learn more from the Office 365 Trust Center

YOUR Responsibility

https://products.office.com/en-us/business/office-365-trust-center-welcome
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Retention policies:

Inbox or folder data

Sources: Exchange Online information above is based on Microsoft’s default MRM Policy. SharePoint Online information above is based on Microsoft’s support article. OneDrive for 
Business information is based on Microsoft’s support article. In some cases, these defaults can be customized by the IT Admin, but often require certain licenses and/or additional fees,

and also carry the risk which allows Microsoft to automatically delete data ahead of retention policy dates if the recycle bin is full. 

Deleted items (recycle bin)

Auto-archived data (set at 1 month)

1 wk 1 mo 1 yr 2 yrs 5 yrs

Deleted SharePoint Online sites and items

Office 365 backup and retention policies can only protect you from data loss in a limited way 

and are not intended to be a complete backup solution. 

Retention policies are always evolving and tend to be very complicated to manage and monitor. 

Commonly, Admins believe they are covered, only to find that in fact certain items are gone. 

Deleted OneDrive for Business files

3 mo

What exactly does 
Microsoft back up?

Employee leaves the company

https://technet.microsoft.com/en-us/library/dn775046(v=exchg.150).aspx
https://support.office.com/en-gb/article/Restore-deleted-items-from-the-site-collection-recycle-bin-5fa924ee-16d7-487b-9a0a-021b9062d14b#ID0EAAIAAA=Online
https://support.office.com/en-us/article/find-lost-or-missing-files-in-onedrive-0d929e0d-8682-4295-982b-4bd75a3daa01


Retention policies:

Inbox or folder data

Deleted items (recycle bin)

Auto-archived data (set at 1 month)

1 wk 1 mo 1 yr 2 yrs 5 yrs

Deleted SharePoint Online sites and items

The average length of time from   

data compromise to discovery is over 140 days,
yet default settings only protect for 30-90 days.  

Deleted OneDrive for Business files

3 mo

What exactly does 
Microsoft back up?

Employee leaves the company

Source: Microsoft Office 365, 6 steps to holistic security, chapter 1



Retention policies:
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Deleted OneDrive for Business files

3 mo

What exactly does 
Microsoft back up?

Employee leaves the company

Veeam Backup for Microsoft Office 365 is more than simply filling gaps.

It’s about providing access and control to ALL 

Exchange Online, SharePoint Online and OneDrive for Business data and 

storing it in one location, making recovery fast, easy and reliable.



What to expect?
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Thank you!


