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P R O G R E S S

Consumers sought out 
individual products, consuming 
them. Focus was on the 
product itself.
- The Product Age

Consumers show preference for the 
experience the product will give, or 

the experience of acquiring that 
product.

- The Experience Age

F R O M

PRODUCT T O  EXPERIENCE

INNOVATION, COLLABORATION, SECURITY, MANAGEABILITY



WORKPLACES ARE MORE VULNERABLE
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EVERY PC PURCHASE IS A 

SECURITY DECISION



LAYERS OF 
PROTECTION

Proactively prevent threats –

below, in, and above the OS

RESILIENT 
HARDWARE

Hardware that can self 

monitor and self heal if an 

attack gets in

LAYE

DEFENSE IN DEPTH:
WORLD’S MOST SECURE AND MANAGEABLE PCs24
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Enforce security policies and actively monitor and respond to malicious activity

HP DaaS Proactive Security - NEW

PROACTIVE MANAGEMENT 

Sure Start Sure Recover

Sure Run

Sure Click Sure Sense

Sure View

Powered by HP TechPulse



Self-healing 
systems

OPERATING SYSTEM AND APPS
Protect key operating system 
processes
Secure browsing and self-service 
recovery

MANAGEMENT AND COMPLIANCE
Modern management
Security compliance

DEVICE DRIVERS AND 
FIRMWARE
BIOS and drivers

HARDWARE ENFORCED SECURITY

HP Endpoint Security Controller



Self-healing 
systems

OPERATING SYSTEM AND APPS
Protect key operating system 
processes
Secure browsing and self-service 
recovery

MANAGEMENT AND COMPLIANCE
Modern management
Security compliance

DEVICE DRIVERS AND 
FIRMWARE
BIOS and drivers

HARDWARE ENFORCED SECURITY

HP Endpoint Security Controller
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Legacy change management 
processes are not keeping 
pace with the rate of change.
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New malicious attacks are 
recorded every 4,2 s!

GData, Malware Trends 2017

DETECT | PROTECT | RECOVER
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Nine out of Ten 
(91%) visual hacking 
attempts succeed.

Average based on global trials conducted by Ponemon Institute during 
the “Visual Hacking Experiment,” 2015, and the “Global Visual Hacking 

Experiment,” 2016, both sponsored by 3M

The greatest security 
threats are untrained 

users and poor 
browsing habits.

PWC “Strengthening digital society against cyber shocks: key findings from 
The Global State of Information Security ® Survey 2018”

The majority of IT 
executives see 

security as a high 
priority.

IDC, 2016 Commercial Survey: PC Results, Doc # US41101516, 

March 2016
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Security and Manageability across Client and Print Solutions



Managing and 
measuring experiences 
with proactive analytics
Powered by HP TechPulse
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Multi-platform support across devices



HP TechPulse

Multi-platform view of device 
performance and health

Database of over 40 million 
devices being leveraged for 
machine learning and AI –driven 
analytics

Value-add services for security 
related reporting

Simple and easy onboarding



keep reinventing


