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Consumers sought out Consumers show preference for the
individual products, consuming experience the product will give, or
them. Focus was on the the experience of acquiring that
product itself. product.
- The Product Age - The Experience Age »

INNOVATION, COLLABORATION, SECURITY, MANAGEABILITY
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EVERY PC PURCHASE IS A

SECURITY DECISION




B PROACTIVE MANAGEMENT

Enforce security policies and actively monitor and respond to malicious activity
HP DaaS Proactive Security - NEW

Powered by HP TechPulse

Proactively prevent threats —
below, in, and above the OS

Sure Click Sure Sense

Hardware that can self
monitor and self heal if an

attack getsin

Sure Start Sure Recover

Sure Run Sure View

DEFENSE IN DEPTH:
WORLD’S MOST SECURE AND MANAGEABLE P(Cs?4




Selt-healing

systems

MANAGEMENT AND COMPLIANCE
Modern management
Security compliance

OPERATING SYSTEM AND APPS

Protect key operating system
processes

Secure browsing and self-service
recovery

1:} DEVICE DRIVERS AND

FIRMWARE
BIOS and drivers

HARDWARE ENFORCED SECURITY

\ HP Endpoint Security Controller
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e e e | )i UEFI Rootkit Used in Cyberespioﬁgge

infect UEFI, a core com
|nterfgce Jctober 01, 2018 nnnﬂn

security researchers from ESET came across a Unified

A9 The lowdown on LoJax: Researchers detect a
8 7 UEFI rootkit in the wild

3radley Barth

J allinana g8
W Follow @bbb!

0JOIOICIOI0IC)

Is as well as

The Russian APT group Sednit (aka Fancy Bear and

APT28) is strongly suspected to be the culprit behind a

new rootkit malware program that can survive on an

F —
- - - - . . ]
infected machine even if the operating system is
reinstalled and the hard drive is replaced. n e w I

ESET researchers who discovered the rootkit say this is

the first time researchers successfully detected an in-
thewild | IEFFIl rantlrit that evnlaitc the | Inified
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_egacy change management
Drocesses are not keeping
Dace with the rate of change.




DETECT | PROTECT | RECOVER



The greatest security - The majority of IT

l\(l)me _OUt of Ten threats are untrained _ executives see
(91 /0) V|Sual haCklng | USETS and IE)OOI’ | SECU]:ity 35 3 h|gh .
) agEtdeTPltSd tsdﬂfggeﬂ' 2 browsmg habits. ~ ~ priority.

.. |DC2016Comm ial Survey: PC Res tD c#US411015176,

Ep m t 2016bthp dby3M

" The Globa_l State of Informqtlon Se.cgrtgy SuLvey__2018' .’—_ -
' : - - . - »*M ch2016 - -
o G S
; -
Time left before the
price goes up
-0 r
o- )

Security and Manageability across Client and Print Solutions




Managing and
measuring experiences
with proactive analytlcs

Powered by HP TechPulse R L




Dashboard

Companies

Incidents
Devices
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Reports

b BATTERY REPLACEMENT DISK REPLACEMENT DISK CAPACITY THERMAL GRADING
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Dashboard

BATTERY REPLACEMENT SUMMARY
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HARDWARE INVENTORY
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CPU UTILIZATION

W Under utilized

SOFTWARE INVENTORY (TOP 100
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MEMORY UTILIZATION
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ulti-platt

Orm support across devices

HP Daas is available on several platforms.

e select which one you would like to download and install.

HP TechPulse Android Application

HP TechPulse mac05S Application

HP TechPulse Windows Application

(e Qal LY (=
)] R VERSIUVND

Advanced Security Application

GETITON

A Google Play

DOWNLOAD

DOWNLOAD

DOWNLOAD

DOWNLOAD
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Multi-platform view of device
performance and health

Database of over 40 million
devices being leveraged for
machine learning and Al —driven
analytics

Value-add services for security
related reporting

Simple and easy onboarding






