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Cloud Tier

Announced last year, the Cloud Tier feature of Scale-out Backup 
Repository™ facilitates moving older backup files to cheaper storage, 
such as cloud or on-premises object storage.



Veeam Cloud Mobility
Quickly restore Windows- and Linux-based VMs, physical servers or endpoints
to the cloud
Execute planned workload migrations from on site to the cloud to reduce on-site 
resource constraints
Easily create an cloud-based test environment
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Retention policies
What does Microsoft back up?

Inbox or folder data

Information above is based on Microsoft’s default MRM Policy, and can be customized by the IT Admin. But in some 
cases, the ability to extend these retention periods is limited to certain licenses or require additional fees. 

Deleted items (recycle bin)

Auto-archived data (set at 1 month)

1 wk 1 mo 1 yr 2 yrs 5 yrs

Junk emails

Office 365 backup and retention policies can only protect you from data loss in a limited way 

and are not intended to be a complete backup solution. 

Retention policies are always evolving and tend to be very complicated to manage and 

monitor. Some Admins believe they are covered, only to find that in fact certain emails are gone. 

Employee leaves the company

https://technet.microsoft.com/en-us/library/dn775046(v=exchg.150).aspx
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Veeam Backup for Microsoft Office 365 protects ALL of your Exchange Online email 

and stores this data in one location, making recovery fast, easy and reliable.

https://technet.microsoft.com/en-us/library/dn775046(v=exchg.150).aspx


Hybrid email deployment

Veeam Backup for Microsoft 

Office 365 allows you to protect 

hybrid cloud environments as well 

as migrate between Office 365 

and on-premises Exchange. 
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Automating backup procedures

PowerShell RESTful api



Thank you


