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Course Agenda

9. Wireless Protection
10. Remote Access
11. High Availability
12. Public cloud

5. Web Server Protection
6. Site-to-Site Connections
7. Authentication
8. Web Protection

1. Deployment
2. Base Firewall
3. Network Protection
4. Synchronized Security

Day 1 Day 2 Day 3



Course Objectives

Once you complete this course, you will be able to:

Deploy XG Firewall in complex network environments

Explain how XG Firewall processes traffic and use this information to inform the configuration

Configure advanced networking and protection features

Protect web applications using the web server protection

Deploy XG Firewall on public cloud infrastructure




